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Decision/action requested

The group is asked to approve this contribution
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Rationale

The study report for management of communication services is nearing its completion and there are eight Editor’s notes in the report. This contribution proposes solutions for each of the Editor’s notes. 
	Change Seq #
	Clause
	Text
	Proposed solution

	Not applicable
	4.2.2
	Whether there is only one "CSI resource inventory" from RFCS aspect or there is another "CSI inventory" from CFSC aspect is FFS.
	Addressed in pCR 195279

	First change
	4.2.5
	The details of these aspects of performance assurance of communication services is FFS.
	The details can be addressed in normative work. It is proposed to remove the Editor’s note

	Second change
	4.3
	other examples such as VoLTE are FFS


	Sofar no input has been discussed on VoLTE usecase. Propose to remove the Editor’s note as the study will close. 

	Third change
	5.1.3.1
	Adding the ref to the clause 4.8 of TS 28.530 in above paragraph is FFS.
	The relevance of a reference to 28.530 is unclear. It is proposed to remove this Editor’s note

	Fourth change
	5.2.5
	Other CSI management capabilities is FFS since different vertical customers may have different requirements for CSI management capability.
	Further examples of management capabilities can be adressed in the normative phase, the list does not have to be exhaustive. It is proposed to remove the Editor’s note.

	Fifth change
	6.7.1
	Deployment of MDAF is FFS.
	Sofar no new insights on deployment MDAF have been expressed. The deployment can be addressed in normative work. It is proposed to remove the Editor’s note.

	Not applicable
	6.7.1
	The figure 6.7.21 needs to be changed to align with the steps after the text is stable.
	Addressed in pCR 195276

	Annex A
	Annex A
	More key topics may be added later. Whether to keep the key topics list in TR or not needs to be decided later at the end of the TR work
	The study is nearly complete and covered the topics that where deemed relevant. An individual interpretation of the list in Annex A may infer that some topics may or may not have been studied.  Propose to remove the Annex A. 


4
Detailed proposal

(For pseudo CR, include the complete clause(s) or subclause(s) of the latest draft TS/TR to be modified, with clear clause and sub-clause headings included and all modifications shown with revision marks, unambiguously showing where the changes shall be made or inserted in the draft TS/TR. It is not sufficient to just state, for example, “add the following text to the draft TS/TR…”.)

First change
4.2.5
Performance assurance of communication services

Performance assurance of communication services includes the following aspects:

-
Performance monitoring of communication services;

-
Performance analytics of communication services;

-
Performance guarantee of communication services.
These aspects are responsible for restoring the communication service performance for customers to a level specified in the SLA or other service KQI descriptions as soon as possible.


Second change
4.3
Management layers

The high-level view of management layers is provided by ITU-T and can be found in M.3010 [8]. Figure 4.3.1 shows the relation between the communication service model and the business, service and network management layer specified in [8].
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Figure 4.3.1:  Management model for management of communication services.

The customers of a service provider (a subscriber or an enterprise) are not directly connected to the CFCSs. The customer is connectedvia the products in the portfolio of the service provider (a product is offered to the customers of a service provider). One of the aspects on the business management layer is the definition of the products, the product characteristics and their relation to a customer. For example, a CSP agrees on requirements and documents them in a Service Level Specification (SLS) with the customer. The SLS requirements can be part of a product definition to allow the CSP e. g. to offer same product definition to other customers. This relationship belongs to the business management layer and is not subject to standardization. 

A service order to provide a communication service comes from the business management layer to the service management layer. The order contains information about the communication service to be provided to the customer. The information includes service specific information, i.e. attributes and values that are needed to configure the communication service, and customer specific information, i.e. attributes and values that are needed to configure the service for a specific customer (for example endpoints, coverage, and QoS, QoE attributes).

The information from a CFCS is mapped or converted to RFCS information and depending on the type of service additional attributes may be needed for the configuration of an RFCS. The RFCSProfile describes a specific RFCS type that can be instantiated with a new service order.

The service order for provisioning of a new communication service is converted to a request to the network management layer (NMF) to allocate a network slice [8] and allocate or configure the associated network slice subnets [8]. Depending on the communication service requirements the network management layer either creates a new network slice for the request or modifies, an existing network slice and let the new communication service use the existing network slice. The procedures for network slice allocation and network slice subnet allocation and configuration are described in TS 28.531[8].

NSaaS

Network slice as a Service is specified in TS 28.530 [8] and used in a number of use cases. The NSaaS aspects are managed on the service management layer while the resource aspects are managed on the network management layer. The request for NSaaS comes to the service management layer and will be translated into one or more resource requests on the network management layer. The associated service profile(s) [7] specifies the network attributes that need to be configured for the customer to use the network slice as a service. In this scenario the CSMF layer receives the request for NSaaS from the business management layer including the service management requirements derived from the SLS.


Third change
5.1.3
SLA monitoring for network slicing
5.1.3.1
Description

An SLA will contain information that will be broken down to service requirements that are conveyed to the CSP by the CSC. The service requirements may be used to provision a network slice instance. 

After the network slice provisioning, the CSP and /or CSC may need to monitor the SLA status of the NSI to make sure whether its service requirements are achieved. In the service based management architecture, subscribe-notify and request-response style interactions between the communication services management function and network slice management function can be utilized. Network slice management function reports the SLA related network slice level KPIs and end user traffic level QoS/QoE parameters. The reporting can be periodic, or event based. Communication services management function may also invoke the SLA monitoring related APIs provided by the network slice management function. Network slice management function collects network slice domain specific operating data from the constituent network slice subnet management functions. Aggregating, analysing and processing the data into E2E network slice level operating parameters and presents them to the communication services management function. 

A new slice may be created with dedicated 5GC resource e.g. dedicated SMF/UPF/PCF. Usually 5GC resource is enough while NG RAN is the bottleneck. In the radio access network, QoS of user traffics and cell KPIs may be degraded due to many factors such as congestion, coverage issues, interference, shortage of radio resources etc. In such cases, there is a risk to guarantee the E2E SLAs of one or more network slice instances for all the UEs from the CSC all the time.

The networks outside of the 3GPP operators are out of control of the 3GPP operators and may be exceptional for the SLA negotiation, e.g. the outside transport networks or DCs of third parties and the applications etc.
The number users of the network slice (customers of the CSC) is slowly increased while the network slice resources adapt to changing traffic characteristics. What slice customer care is, how many subscribers (e.g. 1 million) can be served by the slice and the Service Experience statistics per application (e.g. average Service MOS 4.0 for Application X for the slice customer) and how many percent (e.g. 90 % for Application X) UEs' service experience satisfy per application ID, see clause 6.32 of TR 23.791 [6]. Therefore, the CSPs may need to monitor the SLA status of the NSI for those aspects.

When a performance degradation impacts the service requirements the management system reconfigures the resources to resolve the performance degradation, in case the degradation cannot be resolved the management system may restrict the total number of active users. 

During the runtime phase of network slice, as consequence of SLA monitoring the management system may adjust reserved resources for the network slice to improve service experiences and ensure SLA according to the activity prediction of users provided by NWDAF, as well as resource adjustment recommendation provided by MDAF. 
Fourth change
5.2.5
Providing CSI management capability to vertical industries

5.2.5.1
Description

When a CSI is provided to a vertical industry or enterprise, the vertical customer may want to get certain service management capabilities. 

The vertical customer is authorized to obtain the allowed management capability from CSI service provider according to the pre-defined agreements between the CSI service provider and the CSI service consumer. Level of management capability exposure has been agreed upon between the CSI service provider and the CSI service consumer.
These management capabilities may include the ability to limit or allow the traffic originated from certain end users, the ability to limit or allow traffic related to specific applications by applying priority, policy changes configuration setting which are related to session admission control.  


Fifth change
6.7
Solution for MDA-Assisted SLA assurance

6.7.1
MDA-Assisted network optimization
To enable SLA assurance within certain region area to UEs or certain group (category) of UEs, NSMF, NSSMF and NFMF use MDAF which provides MDAS to help network optimization, see figure 6.7.2.1.

[image: image2.png]CSMF

MDAF NSMF/NSSMF/NFMF | | CN RAN

7. CSC gets SLA assurance
information from CSMF

1. Network management system continually
monitors network status during the runtime
phase of network to make sure whether the
senice and network requirements are achisved

b the network management system detdets or
predicts performance degradation which impacts
the fultiment of service or network requirerents]

2. Network management system sends MDAS request
to MDAF

3. MDAF provides analytical information
to network management system

4. Network management system reconfigures
network resources with optimized configurations

5. CSMF and other network management system
functions (e.g., NSMF, NSSMF , NFMF) may
receive alarms and react on the alarms

6. CSMF gets SLA requirements assurance
information from network management system





Figure 6.7.2.1: MDA-Assisted network optimization contributing to SLA assurance
1) Before network initial setting, there is fine tuning of configurations and algorithms during a trial phase of provisioning.
2) After network initial setting, NSMF, NSSMF and NFMF continually monitor network status during the runtime phase of network to make sure whether the service and network requirements are achieved. Information from 5GC and NG-RAN, such as alarms or performance measurements of 5GC NFs, alarms or performance measurements of gNBs and en-gNBs, QoE measurement, high level KPIs, etc., need to be collected frequently or on demand by the NSMF, NSSMF and NFMF.
3) When the NSMF, NSSMF and NFMF detect performance degradation which impacts the fulfilment of service or network requirements, the NSMF, NSSMF and NFMF send MDAS request to MDAF. 
4) MDAF may use historical analysis result and also collects information (e.g. by querying NG-RAN and 5GC traffic load and policies) about the current situation of the network to provide MDAS response which may include network performance data and recommended network reconfiguration settings to the NSMF, NSSMF and NFMF to help them reconfigure the resources to resolve the performance degradation.

5) The NSMF, NSSMF and NFMF reconfigure network resources with optimized configurations to minimize resource consumption for goal fulfilment.
6) During the runtime phase of network, CSMF, NSMF, NSSMF and NFMF may receive alarms, e.g., a KPI is not satisfied, or it is predicted that a KPI may not be satisfied in the near future, or the under-utilization of service capacity.
· If the alarm is related to the insufficiency of resources, CSMF requests increasing service capacity via resource-facing aspects. 
· If the alarm is related to under utilization of service capacity, CSMF requests decreasing service capacity via resource facing aspects.
· If the alarm is related to unexpected and high demand from one of the services, CSMF facilitates load balancing, e.g., by updating service priorities. 
· If the alarm is due to faults in the network, e.g., malfunction of network equipment, NSMF, NSSMF and NFMF request alternative resources. 
7) CSMF gets SLA requirements assurance information from NSMF, NSSMF and NFMF, e.g., whether or not the SLA requirements are assured.

8) CSC gets SLA assurance information from CSMF, e.g., whether or not the SLA is assured.
Editor's Note 1: Deployment of MDAF is FFS.
Editor's Note 2: The figure 6.7.21 needs to be changed to align with the steps after the text is stable.
End of changes















End of changes
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